
Building an Adaptable Security Strategy 

This is an informaƟve presentaƟon to help organizaƟons become self‐
sufficient by learning how to build an effecƟve and adapƟve cybersecuri‐
ty strategy and touches upon selecƟng the right framework and method‐
ology, understanding the current maturity level, and idenƟfying risks and 
threats specific to the organizaƟon. We take this one step further and 
discuss how the example framework, NIST CSF, can be easily adapted to 
assess readiness against specific threats, such as ransomware and BEC, 
and provide a detailed use case for assessing risk with third‐party ven‐
dors. 
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